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LNPA WORKING GROUP MEETING MINUTES:


March 3-4, 2015 Draft LNPA WG Meeting Minutes Review:

The March 3-4, 2015, meeting minutes were reviewed and corrections made.  After the corrections, the minutes were approved as final.  


Updates from Other Industry Groups

OBF Committee Update – Deb Tucker:
OBF
ORDERING SOLUTIONS COMMITTEE
WIRELESS SERVICE ORDERING SUBCOMMITTEE

The Wireless Service Ordering Subcommittee has not met since the March 2015 LNPA WG meeting. 
The next WSO meeting is scheduled for June 9, 2015.

OBF
ORDERING SOLUTIONS COMMITTEE 
LOCAL SERVICE ORDERING SUBCOMMITTEE

The LSO Subcommittee met March 3, April 10, and May 4-6, 2015 to progress Issues 3373 and 3477.

Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers

Participants reviewed the full list of Response Types from the 099 practice to determine which Response Types are being used by companies per each REQTYP:

	A
	=
	Acknowledgement

	B
	=
	Firm order with facility information

	C
	=
	Firm order confirmation

	D
	=
	Confirmation and DLR (private line)

	E
	=
	Errors only 

	F
	=
	Facility confirmation

	G
	=
	Confirmation and DL errors (directory)

	I
	=
	LIDB confirmation

	J
	=
	Jeopardy notice

	K
	=
	Notification of network modifications required

	L
	=
	Directory only completion

	N
	=
	Confirmation of customer requested cancellation

	P
	=
	Provider initiated

	S
	=
	Provider initiated cancellation of the service request

	W
	=
	Post to billing system

	Z
	=
	Completion



Participants reviewed and updated the workbook associated with Issue 3373 which includes a worksheet (All RTs) that lists the above Response Types. 

It was noted that the intent is to standardize the fields that have unanimous usage of Response Types across all companies. 

Issue 3373 will remain open.

Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field

Participants continued to review and update the workbook associated with Issue 3477 with focus on providing minimum and maximum field length values for each field.

Issue 3477 will remain open.

The next LSO meeting is scheduled for June 18, 2015.
_________________________________________

INC Update – Dave Garner:

INC Issues Readout						LNPA WG Meeting – May 2015


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)
Issue Statement:  As the industry and regulatory bodies move from the current Public Switched Telephone Network (PSTN) towards Internet Protocol (IP), consideration needs to be given to the numbering scheme.  Will the current telephone number format be utilized, in whole or part, in the IP environment or will some other numbering addressing format be used?  It is necessary for INC to be aware of regulatory mandates and industry activities addressing the numbering protocol to be used for IP technology as well as numbering impacts during the PSTN to IP transition in order to update or create new numbering guidelines.

At the March and May meetings, INC continued to discuss developments regarding the PSTN to IP transition.
INC is considering possible next work items in association with the transition to the all-IP network:
· Continue to monitor the work of the IETF (Internet Engineering Task Force) STIR (Secure Telephone Identity Revisited) Working Group regarding security of TNs associated with number assignment.
· Continue to evaluate whether INC will draft a whitepaper on expanding the geography of number assignment.


Toll Free Exhaust Forecast and 833 Code Opening
(Update of January 2015 INC Issues readout information)

In a letter dated October 8, 2014, the Alliance for Telecommunications Industry Solutions (ATIS) SMS/800 Number Administration Committee (SNAC) provided an update to the NANPA on the projected exhaust of the toll-free resource. This letter can be found on the NANPA website under Reports, NRUF 
(http://www.nationalnanpa.com/reports/reports_nruf.html). 
Based upon a study conducted by SMS/800, Inc., the SNAC recommends the Federal Communications Commission (FCC) consider opening the next toll-free resource (the 833 NPA) on or about June 30, 2017. 

Further analysis was conducted by SMS/800, Inc. in March 2015 which projected the current toll-free resource will reach 90% exhaust in 1Q16, and 95% exhaust in the 1Q17.  Based upon this information, SMS/800, Inc. recommends the FCC consider opening the 833 NPA on or about April 22, 2017.

NANPA issued a planning letter (PL-481) on April 15, 2015, advising the industry of this change of date from on or about June 30, 2017 to on or about April 22, 2017.  A subsequent Planning Letter will be issued when an implementation schedule is determined.
Information pertaining to the exhaust of toll-free resources can be found on the NANPA website (http://www.nanpa.com) under Reports, NRUF.


LNPA WG issue:  Develop Guidelines for what is needed for new Service Providers to start Porting Numbers. 
During the discussion of this issue at the March LNPA WG meeting, Dave Garner was asked to check with INC on what documents or guidelines they have that might be of assistance in the development of these guidelines.
At the March INC meeting, the question was raised and the following information was noted by INC that could be helpful:
· The Location Routing Number (LRN) Assignment Practices (ATIS-0300065). 

	ATIS-0300065
	Location Routing Number Assignment Practices 





· The NGIIF document: Network Routing Resources Educational Document: Intercompany Responsibilities in the Telecommunications Industry.

https://www.atis.org/docstore/product.aspx?id=26071

NGIIF document – “Network Routing Resources Educational Document: Intercompany Responsibilities in the Telecommunications Industry”

It was also noted that NANPA and the PA websites have check list documents identifying helpful tips to assist new Service Providers in getting started with obtaining number resources and the pooling process.
NANPA:
http://www.nanpa.com/tools/trainGuides/Getting_Started_with_CO_Code_Assignments.pdf
http://www.nanpa.com/number_resource_info/CIC_General_Information.pdf
PA:

http://www.nationalpooling.com/tools/SPchecklist/SPchecklist.pdf
_________________________________________


NANC Future of Numbering Working Group Update – Dawn Lawrence

Future of Numbering (FoN) Working Group Report to the LNPA WG
May 12, 2015

FoN Tri-Chairs:  Carolee Hall, Idaho PUC; Dawn Lawrence, XO Communications; Suzanne Addington, Sprint
Status:
· The FoN WG meeting was held on April 1, 2015 
· FTN 4 – The Geographic Numbering sub-committee was discussing the consumer perspective and service implications regarding the geography of toll free telephone numbers and the decoupling or disassociation of numbers from geography. 
· The sub-committee created a white paper; it was subsequently approved by the FoN WG and presented to the NANC in December.  The NANC chose to give the NANC members time to review the document before submitting to the FCC.  
· 4/1 Update: David Greenhaus prepared a cover letter for the FoN to review in its May meeting requesting Chairman Kane to take some action at the next NANC meeting in June.
· FTN 8 – All IP Addressing sub-committee primary objective is to define future identifiers in support of IP industry trends beyond the e.164 numbering plan (including M2M impacts).  The team meets once a month.
· 4/1 Update: Work continues on the whitepaper identifying all applications that require addressing.  The paper is still a rough draft; however, it will be shared with FoN when completed.
· Deb Tucker presented a high level overview of the Non-Geographic Number Porting white paper.
· Mark Lancaster presented a high level overview of Henning Schulzrinne presentation that he gave to the IETF Modern Group regarding TNs in an IP Environment. Mr. Schulzrinne is expected to present at the NANC meeting in June.
· New Contributions: Continued discussion on 10-digit dialing. The state commissions gave their insight on how this was implemented within their states. 
· Scheduled calls:
· The first Wednesday of each month, from noon-2:00 PM ET
· Next meeting: 7/1/15 @ 12:00 ET.
_________________________________________

Dawn reported that Brian Rosen, Neustar, has been asked to make the STIR and Spoofing presentation at FON that he made at the March LNPA WG meeting.


Election for LNPA WG CLEC Tri-Chair Position – All
Brenda Bloemke, Comcast, has retired and resigned her position as CLEC Tri-Chair.  We wish all the best to Brenda in her retirement.  She will be missed.

Dawn Lawrence, XO Communications, was nominated to fill the position.  There were no other nominations and Dawn was elected by acclamation.  Congratulations, Dawn.


Change Management – Neustar

Change Order Summary


Attached is the change order summary doc, with change bars.  The updates include:
1. NANC 449 – Active-Active SOA, updated per March action item, see change bars.
1. NANC 459 – Doc-Only LTI Unused User ID Disable Period, see new change order with new text.

Determine what NPAC Functionality should be considered for Sunsetting – Neustar

[bookmark: _MON_1494764607]					

Action Item 010615-12 - Neustar (Gary Sacra) will add text to Item 10.1 on the sunset list to clarify that the LTI login is not disabled, but that the password must be reset.  
 
· Gary reviewed Document Only Change Order NANC 459 which Neustar submitted to add the following note to FRS R7-5.1 explaining current behavior related to the disabling of unused LTI logins.

Note: A User attempting to login to an account that has been disabled will only have access to the password change screen where they will be required to change their password to continue.  The User can access their disabled account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.

· The change to NANC 459 was accepted.  John Nakamura will update the FRS with the above note.  The FRS change will be reviewed at the July meeting.

Action Item 010615-12 is closed.  

NANC Change Order 449 Update – Neustar    
                               
John Nakamura reviewed the changes to NANC 449.

· John will add a requirement for Pool Block – Active-Active – All Notifications.
· John will add a separate Cross Reference ID Indicator for LSMS for query responses.
· John will accept change bars and make changes discussed today with new change bars for next meeting.
· CenturyLink needs this change order and would like it to stay on the list of candidate change orders.
· Jim Rooks will update the XML schema and XIS for next meeting.

John Nakamura then reviewed the FRS changes for NANC 444 (LTI enhancements inadvertently left out of the FRS) and NANC 458 (Notification Suppression).

· In Table 3-16, there was a question as to why Authorized SP Name is included.  John will remove Authorized SP Name from the table.
· John will add descriptions for elements in RR3-780.  

New Action Item 051215-01 – Neustar to add descriptions to the elements in RR3-780 of the FRS.  

John also reviewed the attached Release 3.4.8 turn-up test plan for Service Provider-requested Notification Suppression.

[bookmark: _MON_1492945987]	
· John will update test cases to reflect that expected results will not include notifications.


Action Item 010615-05 – Local systems vendors are to review all items remaining on the sunset list to determine impacts and level of effort to remove for each item on the list.    

Gary Sacra reported that he is still awaiting a response from one vendor.  He will reach out again to that vendor.  Gary will also update the Sunset document to add the local system vendor level of effort (LOE).

Action Item 010615-05 remains open.

Develop Guidelines for new Service Providers to start Porting Numbers – All

[bookmark: _GoBack]A request was made at the March LNPA WG meeting for the group to consider developing guidelines for service providers just beginning to port numbers.  Marian Hearn, CLNPC, offered to share an “onboarding document” that is used by the Canadian Business Process Group for discussion and a starting point.  Peter Lang chairs this group.  The document is embedded here:

				

Peter Lang joined the bridge from Canada.  He and Marion walked the group through the checklist document.  Peter indicated that the document was developed during the introduction of wireless portability in Canada.  It principally covers wireline carriers but does include wireless and internet to a degree.  The checklist has been submitted to the Canadian Regulators.  

Bridget Alexander (JSI) has done some minor editing to the document to remove items relevant to Canada but not the US.  

It was suggested that we form a sub-group to work on a US version.  Bridget will lead the group.  Aelea Christofferson, Bob Bruce, Suzanne Addington, and Fariba Jafari will participate on the group.  Marian Hearn offered assistance as needed.  Bridget will give a readout at the July meeting.  


Develop the LNPA WG Report to NANC – All

The next NANC meeting is scheduled for June 4, 2015.  The March 5, 2015, meeting was cancelled due to inclement weather.  The report developed for the June 4 meeting will include items that would have been reported at the March meeting.  The WG reviewed the previous report and suggested items for the June report.  Paula updated the report after the meeting and circulated for comment.  The final report for June is included here:



[bookmark: OLE_LINK7]LNPA Working Group
Status Report to NANC
June 4, 2015
Paula Jordan Campagnoli, Co-Chair
Ron Steen, Co-Chair
Dawn Lawrence, Co-Chair

Report Items:

· Local Number Portability Administration Working Group (LNPA WG) Report:

· LNPA WG Co-Chair Election
· Transition from PSTN to IP
· Non-Geographic Number Porting
· LNPA Transition

Next Face to Face Meeting……July 7 - 8, 2015, Mont-Tremblant, Quebec– Hosted by Canadian
           LNP Consortium        
_____________________________________________________________________


LNPA WG Co-Chair Election:

· Brenda Bloemke has stepped down as Co-Chair of the LNPA WG effective April 10, 2015.  Brenda has elected to retire. The LNPA WG thanks Brenda for her support and leadership and wishes her the best in her retirement.
· Nominations and an election to fill the vacancy of the Co-Chair position took place at the May 12-13, 2015 LNPA WG meeting.  The Co-Chair position vacated by Brenda Bloemke will be filled by Dawn Lawrence of XO Communications.

Transition from PSTN to IP
· PSTN to IP transition effects on LNP continue to be an ongoing agenda item for the LNPA WG.
· No new information was discussed.    


Non-Geographic Number Porting

· The Non-Geographic Number Porting sub-team completed the white paper discussing technical, consumer, and regulatory impacts of Non-Geographic Number Portability.  The white paper was distributed to the NANC Members prior to the March 5, 2015 NANC Meeting.  


LNPA Transition 

· Pursuant to the NANC Chair’s request, the LNPA WG is discussing possible areas where the LNPA WG could be involved in LNPA Transition.
· Outreach
· LNPA Transition Update
· Testing
· Review Test Cases
· Determine Tests to be completed

· The LNPA Transition will continue to be an ongoing agenda item for the LNPA WG  



Next Face to Face Meeting……July 7 - 8, 2015, Mont-Tremblant, Quebec– Hosted by Canadian
           LNP Consortium



                                        ==== End of Report ===

The LNPA WG members who give reports to the FoN, IMG, and INC all indicated that their reports would closely mirror the report to NANC.  


PIM 84 & 85 – Wireless-to-Wireless Reseller Response Time – Suzanne Addington

Action Item 030315-01 – Sprint submitted PIM 84 addressing the need for a Best Practice to document wireless reseller response times for port authorizations.  PIM 84 requests that a Best Practice be developed stating appropriate response times.  A sub-committee, led by Suzanne Addington, Sprint, will update PIM 84 and draft PIM 85 to address validation fields.  The subcommittee will also draft two Best Practices: one for response times, and one for validation fields.  In addition to Suzanne, the sub-committee participants are Luke Sessions, T-Mobile, Lonnie Keck, AT&T, Teresa Patton, AT&T, Deb Tucker, Verizon Wireless, and Aelea Christofferson, ATL Communications.      

Suzanne stated that Sprint is withdrawing PIM 84 and 85, but reserving the right to reopen at a later date if they so choose.

Action Item 030315-01 is closed.  

Action Item 010615-03 – Bandwidth.com (Lisa Jill Freeman) will prepare a PIM suggesting some time frames and activities for a best practice to deal with disputed ports.  




This PIM seeks to put some structure and guidelines around resolving cases of unauthorized ports.  Lisa Jill suggested putting definitions around what is an unauthorized port and to rethink the validation process.

Lonnie stated that for 75-80% of the disputed ports he has been involved with, the TN was not returned because it could not be determined definitively which party legally “owned” the number.  It would take a court of law to make that determination.  

Lisa Jill was asked to add details on what Bandwidth’s suggested resolution is.  As a result, Action Item 010515-03 was left open.  This will be discussed at the July meeting. 

Action Item 010515-03 remains open.
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  IP Transition effects on Number Portability – All

The LNPA WG maintains the IP Transition effects on Number Portability as a standing item in an attempt to stay abreast of other industry committee activity that may impact number portability.  

Dave Malfara, LNP Alliance, stated that the various industry committees and industry participants are having difficulty reaching consensus as to IP network architecture and what the NPAC and LERG should look like after the transition.  He further stated that the ATIS NNI committee did not reach consensus on a routing mechanism.  Dave suggested that since the issues and resolutions are not clear, perhaps a Best Practice might be warranted.  Ron Steen responded that the LNPA Working Group is not the IP network design body, and that our concern is how number porting will be affected by the transition.  The LNPA WG reviewed the paper produced by the ATIS NNI last October that documented routing alternatives.  The WG analyzed each alternative and responded to the NNI.  While the LNPA WG is not responsible for IP network design and interconnection, we will work with the NNI to ensure that portability is not negatively impacted.  

Gary Richenauer, iconectiv, gave a status of the ATIS NNI work.  The technical report on routing was approved during the week of May 4, 2015.  To date, there has been no consensus on routing, but there does not appear to be an impact to LNP processes.  The ATIS has established another group, the ATIS Test Bed Group, to take the NNI use cases and begin to test in a test bed environment.  Gary stated that the LNPA WG should stay engaged in the testing effort in case some porting process issues arise.  Mary Retka, CenturyLink, is a co-chair of the Test Bed Group.  The LNPA WG will ask Mary to share information and documentation.  

Dave Malfara stated that he has discussed the concept of porting services with Henning Schulzrinne, and this could have implications for the NPAC database and schema.  

New Business 

NPAC Transition
Portions of the NPAC transition discussion took place on both Tuesday and Wednesday.  There was some confusion about the IP Transition agenda item being the NPAC transition discussion.  

To date, the FCC has not announced plans as to NANC and LNPA WG roles in the NPAC transition.  NANC Chairman Kane has asked (through the LNPA WG chairs) that the WG discuss possible roles for the NANC and Working Group.  Now that the Transition Plan has been made public, we are in a better position to brainstorm how we could help.  

The brainstorming ideas included:
· Testing coordination, round-robin testing, SP testing, test case review
· LNPA WG acting as a forum for disseminating information and outreach
· Test case review will be added to the July agenda  
· The LNPA transition will be an agenda item  
· Possibly restarting the testing subcommittee will be discussed in July

We feel that the NANC and LNPA WG are the ideal bodies for sharing transition information with the industry.  The LNPA WG is open to any who would like to participate, and we always have a telephone bridge for those who find it inconvenient to travel.  

Dave Malfara, LNP Alliance, stated that NPAC transition was the reason that he was attending this meeting.  Several phone bridge participants echoed that reasoning.  Bonnie Johnson, Minnesota Department of Commerce, pointed out that “One Day Porting” was initiated by an FCC order directing the WG to take action, and that the FCC has not yet taken that step.  

Additional information can be found on the NAPM LLC website at (www.napmllc.org).  

Discussion of Need for June 2015 LNPA WG Call

The June 10, 2015 conference call is canceled.  

Review of 2015 LNPA Working Group Meeting Schedule

2015 Meetings and Conference Calls

	MONTH
(2014)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	6th -7th    
	iconectiv
	Scottsdale, AZ

	February 
	
	11th  19th 
	
	Conference Call

	March
	
	3rd – 4th 
	Verizon Wireless
	Alpharetta, GA

	April
	
	8th 
	
	Conference Call

	May
	
	12th – 13th  
	Neustar
	Ft. Lauderdale, FL

	June
	
	10th 
	
	Conference Call

	July
	 
	7th – 8th   
	CLNPC
	Mont Tremblant, QC, Canada

	August
	
	12th 
	
	Conference Call 

	September
	
	1st – 2nd 
	Comcast
	Denver, CO

	October
	
	14th 
	
	Conference Call

	November
	
	3rd – 4th  
	T-Mobile 
	Seattle (tentative)

	December
	
	9th  
	
	Conference Call





Next Conference Call … June 10, 2015  This call is canceled.  
Next Meeting … July 7-8, 2015:  Location…Mont Tremblant, QC, Canada …Hosted by The Canadian Consortium
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· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER





LNPA WG PARTICIPANTS ACTION ITEMS:





LOCAL SYSTEM VENDOR ACTION ITEMS:



No new action items.





NUESTAR ACTION ITEMS;



051215-01 – Neustar to add descriptions to the elements in RR3-780 of the FRS.  
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ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:

010615-03 – Bandwidth.com (Lisa Jill Freeman) will prepare a PIM suggesting some time frames and activities for a best practice to deal with disputed ports.  



010615-05 – Local systems vendors are to review all items remaining on the sunset list to determine impacts and level of effort to remove for each item on the list.    
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 459

		LNPA WG



3/3/15

		Doc-Only LTI Unused User ID Disable Period



Business Need:

From the NPAC sunset discussions, item 10.1 (Clarify Requirements for Unused User ID disable period tunable/feature), document current behavior.



The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature



		

		

		Func Backward Compatible:  Yes



Update FRS.  Add note to existing requirement R7-5.1



R7‑5.1         Userids, Unused - Disabling

NPAC SMS shall disable userids after a period of time during which the userId has not been used.



Note: A User attempting to login to an account that has been disabled will only have access to the password change screen where they will be required to change their password to continue.  The User can access their disabled account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.



		TBD

		N/A / N/A
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Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Allow Recovery Messages to be sent only during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



Jan ’13 status update:

The NAPM LLC has withdrawn the SOW request.  This change order moves back into the Accepted category.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.







[bookmark: _MON_1491936906]

		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – Jan ‘14 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



Mar ’15 LNPAWG, discussion:

Renewed interest in this change order.  The change order will be brought up-to-date, and discussed at the next meeting.



		TBD

		TBD / N/A



		NANC 453

		Verizon



5/08/13

		Change Definition and Disallow use of Inactive SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jun ’13 LNPAWG, discussion:

A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.



Jul ‘13 LNPAWG, discussion:

The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.



		TBD

		N/A / N/A



		NANC 454

		LNPA WG



5/07/13

		Remove Unused Messages from the NPAC



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).



A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the change order.  It is now available for a release.



		TBD

		TBD



		NANC 457

		LNPA WG



7/09/13

		SPID Migration TN Count



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.



Sep ‘13 LNPAWG, discussion:

Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.



Nov ‘13 LNPAWG, discussion:

No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.



Jan ‘14 LNPAWG, discussion:

No additional changes at this time.  It is now available for a release.



		TBD

		N/A / N/A
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Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 458

		LNPA WG



5/13/14

		Notification Suppression



Business Need:

Refer to separate document.







[bookmark: _MON_1491733617]

		

		

		Func Backward Compatible:  Yes



May ’14 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.  Details will be added for review during the Jul meeting.



Jul ’14 LNPAWG, discussion:

The data model and detailed requirements were discussed.  Updates will be added.  More discussion during the Sep meeting.



Sep ’14 LNPAWG, discussion:

The updates were discussed.  XML LSMS change impact should be changed from Y to N.  No other changes.  New version of this document has change bars accepted.  No further action at this time.



Mar ’15 LNPAWG, discussion:

Submitted and approved by the NAPM.  Currently under development.



		TBD

		N/A / N/A
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		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.
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Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		NANC 459 – Doc-Only LTI Unused User ID Disable Period



		



		Accepted

		NANC 403 –Allow Recovery Messages to be sent only during Recovery

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID

NANC 453 – Change Definition and Disallow use of Inactive SPID

NANC 454 – Remove Unused Messages from the NPAC

NANC 457 – SPID Migration TN Count



		



		Next Doc Release

		

		



		Current Development Release

		NANC 458 – Notification Suppression



		



		Awaiting SOW

		

		



		Approved SOW

		

		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.4.x
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New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD





Page – 2




image4.emf

NANC 449 -  active-active SOA - same SPID - v9.docx




NANC 449 - active-active SOA - same SPID - v9.docx

NANC 449 – Working Copy – v89


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			Y


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			N


			N


			Y


			Y


			N











			XML


			NPAC


			SOA


			LSMS





			TBD


			Y


			Y


			N











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.





Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.



May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.









Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records (create and modify prior to activation).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model

















			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID


			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow NPAC personnel to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only) on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario, and notify the SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario, and notify the SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 9	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 13	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 14	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.









3.9.x, new section, Cross-Reference ID Indicator





Req 15	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 16	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 17	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Req 18	Subscription Version – Active-Active SOA – Status Change Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 19	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 20	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.


Req 22	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 23	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


· Cross-Reference ID (if supported by the Service Provider LSMS)






IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flows to indicate Cross-Reference ID as an optional attribute:


1. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


2. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


3. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


4. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


5. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes, 


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider must may optionally specify valid values for the following


        attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]












ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL


}





NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId





}


SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,


    subscription-cross-ref-id    [21] CrossRefId OPTIONAL





}


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL


}





SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId


}












XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply
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Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)
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Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.


· Nov ’13, with the implementation of NANC 372 (XML Interface), delegation is available when using the XML Interface.


· Mar ’15, notifications that are suppressed (pending implementation of NANC 458) are not sent to SOA A or SOA B.  Request SPID – Delegate SPID relationship will be used for the Active-Active relationship (with the new Active-Active Indicator and the Request SPID attribute), therefore, the initiating and non-initiating Service Provider tunable parameters are no longer needed, and are removed in this version of the document.  In an Active-Active scenario, the new indicator associated with Active-Active identifies an Initiator New SP SOA that does not need echo-back of data (since they were the ones that sent it in the request), and the non-Initiator New SP SOA that does need full echo-back of data (and would receive it in both the Object Creation Notification and the Attribute Value Change Notification), so that they are in sync with the Initiator New SP SOA.






Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.





May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.









Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (Active-Active for echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records (create and modify prior to activation).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model

















			NPAC CUSTOMER REQUEST-DELEGATE DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			Request NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer that will act as a request SPID





			Delegate NPAC Customer ID


			C (4)


			


			An alphanumeric code that uniquely identifies an NPAC Customer that will act as a delegate SPID associated with a request SPID.





			[bookmark: _Toc415487526][bookmark: _Toc415487585]NPAC Customer Active-Active Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer in this Request SPID – Delegate SPID entry is an Active-Active Relationship, thereby allowing the echo-back of subscription version data to the non-Initiator New Service Provider SOA.


This only applies to a SOA-to-SOA relationship.


The default value is False.








Table 3‑6 NPAC Customer Request-Delegate Data Model























			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]
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			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only) on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Note: Service Provider Personnel are limited to LRN, DPCs, SSNs, and SV Type.  


Req 1	Mass Update – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Update in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Active-Active Indicator tunable parameter is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Create in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Active-Active Indicator tunable parameter is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both New Service Provider SOA A and New Service Provider SOA B to receive have data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 9	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 13	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 14	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


3.8.5, Notification Suppression section, update intro paragraph to include CMIP Interface.


This functionality applies to the XML interface, the CMIP Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.









3.9.x, new section, Cross-Reference ID Indicator





Req 153	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 164	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 175	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Req 186	Subscription Version – Active-Active SOA – Status Change All Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.


Note:  This applies to both a New Service Provider SOA and an Old Service Provider SOA.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 197	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 208	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Active-Active Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.


Req 229	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Active-Active Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 23	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


R5‑27.1	Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:  (reference NANC 399)


· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN).


· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities-based Service Provider is planned to occur.


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC (if supported by the Service Provider SOA)


· WSMSC SSN (if supported by the Service Provider SOA)


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Alt-End User Location Value (if supported by the Service Provider SOA)


· Alt-End User Location Type (if supported by the Service Provider SOA)


· Alt-Billing ID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5-27.2	Modify “porting to original” Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending, or conflict Subscription Version for a “porting to original” port by the new Service Provider or NPAC personnel:


· Due Date - New Service Provider date on which “port to original” is planned to occur.


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios may will include all modified Subscription Version data as defined by  to the non-Initiator New Service Provider SOA Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios may will include all modified Subscription Version data as defined by to the non-Initiator New Service Provider SOAInitiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


Cross-Reference ID (if supported by the Service Provider LSMS)











[bookmark: _Toc415487460]6.14	XML Message and CMIP Message Delegation


With the implementation of NANC 449, Active-Active SOA, the NPAC Delegation function applies to both the CMIP Interface and the XML Interface.





RR6-237	XML Message and CMIP Message Delegation – Functionality


NPAC SMS shall support a delegation mechanism in the XML interface and the CMIP Interface that allows a delegate SPID SOA to submit a request on behalf of a request SPID SOA.  (Previously NANC 372, Req 32)


Note:  Upon validation of the SOA delegation relationship, the request is evaluated as if received from the request SPID.  The response to a request is sent to the delegate SPID, not the request SPID.  Delegation applies to the SOA, not to the LSMS.


RR6-238	XML Message and CMIP Message Delegation – Relationship Establishment


NPAC SMS shall provide a mechanism for NPAC Personnel to establish the SOA delegation relationship of a delegate SPID to a request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 33)


Note:  The SOA delegation relationship can be from any one SPID to any other SPID.  Delegation applies to the XML SOA, the CMIP SOA, and NPAC Low-Tech Interface, not to the LSMS.


RR6-239	XML Message and CMIP Message Delegation – Relationship Removal by NPAC Personnel


NPAC SMS shall provide a mechanism for NPAC Personnel to remove the SOA delegation relationship of the delegate SPID to the request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 34)


Note:  Messages queued for the request SPID as a result of an activity from the delegate SPID will not be affected.


RR6-240	XML Message and CMIP Message Delegation – Relationship Removal upon SPID Removal


NPAC SMS shall remove the SOA delegation relationship of the delegate SPID to the request SPID upon deletion of the delegate SPID.  (Previously NANC 372, Req 35)


RR6-241	XML Message and CMIP Message Delegation – Notifications


NPAC SMS shall send all notifications for a request SPID to both the request SPID and the delegate SPID(s).  (Previously NANC 372, Req 36)


Note:  The delegate SPID(s) must support the notification in order to receive it.


RR6-242	XML SPID and CMIP SPID Delegation – Audit Requests


NPAC SMS shall not allow an audit request to be submitted by a delegate on behalf of a request SPID.  (Previously NANC 372, Req 37)


Note:  Delegates should request audits using their own SPID value.


RR6-243	SPID Delegation – NPAC Personnel


NPAC SMS shall allow NPAC Personnel to view all request SPIDs related to a delegate SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 38)












IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flow descriptions to indicate Cross-Reference ID as an optional attribute.  Add a note to the descriptions that notifications for Active-Active scenarios are sent to both New Service Provider SOAs (only non-Initiator gets full echo-back of data), and that modify scenarios have notifications that include all modified attributes to the non-Initiator:


1. B.4.4.1, Number Pool Block Create/Activate by the SOA


2. B.4.4.13, Number Pool Block Modify by the Block Holder SOA


3. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


4. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


5. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


6. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


7. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE;,


        subscriptionRequestSP GET-REPLACE,


        subscriptionInitiatorSuppIndicator GET-REPLACE,


        subscriptionRequestorSuppIndicator GET-REPLACE,


        subscriptionOtherSuppIndicator GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 30.0 Number Pool Block NPAC Data Managed Object Class


--


numberPoolBlockNPAC MANAGED OBJECT CLASS


    DERIVED FROM numberPoolBlock;


    CHARACTERIZED BY


        numberPoolBlockNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 30};





numberPoolBlockNPAC-Pkg PACKAGE


    BEHAVIOUR


        numberPoolBlockNPAC-Definition,


        numberPoolBlockNPAC-Behavior;


    ATTRIBUTES


        numberPoolBlockBroadcastTimeStamp GET,


        numberPoolBlockCreationTimeStamp GET,


        numberPoolBlockDisconnectCompleteTimeStamp GET,


        numberPoolBlockModifiedTimeStamp GET,


        numberPoolBlockSOA-Origination GET-REPLACE,


        numberPoolBlockStatus GET,


        numberPoolBlockFailed-SP-List GET,


        numberPoolBlockRequestSP GET-REPLACE,


        numberPoolBlockInitiatorSuppIndicator GET-REPLACE,


        numberPoolBlockRequestorSuppIndicator GET-REPLACE,


        numberPoolBlockOtherSuppIndicator GET-REPLACE;


    NOTIFICATIONS


        numberPoolBlockStatusAttributeValueChange,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange


            accessControlParameter numberPoolBlockNPA-NXX-XParameter,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation


            accessControlParameter;


    ;





numberPoolBlockNPAC-Definition BEHAVIOUR


    DEFINED AS !


        The numberPoolBlock class is the managed object


        used to identify number pool block NPAC information.


    !;





numberPoolBlockNPAC-Behavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 999.0 LNP Subscription Initiator Suppression Indicator





subscriptionInitiatorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionInitiatorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionInitiatorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Initiator


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Subscription Requestor Suppression Indicator





subscriptionRequestorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionRequestorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionRequestorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Requestor


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Subscription Other Suppression Indicator





subscriptionOtherSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionOtherSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionOtherSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Other


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;











-- 999.0 LNP Subscription Request Service Provider





subscriptionRequestSP ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR subscriptionRequestSPBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionRequestSPBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription Request


        Service Provider for a subscription version.





        This attribute is also used to store the Request service provider


        id for a service provider request.


!;








-- 999.0 LNP Number Pool Block Initiator Suppression Indicator





numberPoolBlockInitiatorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockInitiatorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockInitiatorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Initiator


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Requestor Suppression Indicator





numberPoolBlockRequestorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockRequestorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockRequestorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Requestor


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Other Suppression Indicator





numberPoolBlockOtherSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockOtherSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockOtherSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Other


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Request Service Provider





numberPoolBlockRequestSP ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR numberPoolBlockRequestSPBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





numberPoolBlockRequestSPBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Request


        Service Provider for a Number Pool Block.





        This attribute is also used to store the Request service provider


        id for a service provider request.


!;








-- 3.0 LNP Subscription Version Activate Action





subscriptionVersionActivate ACTION


    BEHAVIOUR


        subscriptionVersionActivateDefinition,


        subscriptionVersionActivateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;


    WITH REPLY SYNTAX LNP-ASN1.ActivateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 3};


   


subscriptionVersionActivateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionActivate action is the action that can be


        used by the SOA of the new service provider to activate a


        subscription version id, tn or a range of tns via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionActivateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 4.0 LNP Subscription Version Cancel Action





subscriptionVersionCancel ACTION


    BEHAVIOUR


        subscriptionVersionCancelDefinition,


        subscriptionVersionCancelBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;


    WITH REPLY SYNTAX LNP-ASN1.CancelReply;


    REGISTERED AS {LNP-OIDS.lnp-action 4};


   


subscriptionVersionCancelDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionCancel action is the action that can be


        used by the SOA to cancel a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionCancelBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 5.0 LNP Subscription Version Disconnect Action





subscriptionVersionDisconnect ACTION


    BEHAVIOUR


        subscriptionVersionDisconnectDefinition,


        subscriptionVersionDisconnectBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;


    WITH REPLY SYNTAX LNP-ASN1.DisconnectReply;


    REGISTERED AS {LNP-OIDS.lnp-action 5};


   


subscriptionVersionDisconnectDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionDisconnect action is the action that is


        used by the SOA to disconnect a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionDisconnectBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes,


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.





[snip]








-- 8.0 LNP New Service Provider Cancellation Acknowledge Request





subscriptionVersionNewSP-CancellationAcknowledge ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CancellationAcknowledgeDefinition,


        subscriptionVersionNewSP-CancellationAcknowledgeBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;


    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;


    REGISTERED AS {LNP-OIDS.lnp-action 8};


   


subscriptionVersionNewSP-CancellationAcknowledgeDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-CancellationAcknowledge action


        is the action that is used via the SOA to NPAC


        SMS interface by the new service provider to acknowledge


        cancellation of a subscriptionVersionNPAC with a status of


        cancel-pending.


    !;





subscriptionVersionNewSP-CancellationAcknowledgeBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 10.0 LNP Subscription Version Remove From Conflict





subscriptionVersionRemoveFromConflict ACTION


    BEHAVIOUR


        subscriptionVersionRemoveFromConflictDefinition,


        subscriptionVersionRemoveFromConflictBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;


    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReply;


    REGISTERED AS {LNP-OIDS.lnp-action 10};





subscriptionVersionRemoveFromConflictDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionRemoveFromConflict action


        is the action that is used via the SOA to NPAC


        SMS interface by either the old or new service provider to set the


        subscription version status from conflict to pending.


    !;





subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider may optionally specify valid values for the


        following attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.





[snip]








-- 12.0 LNP Old Service Provider Cancellation Acknowledge Request





subscriptionVersionOldSP-CancellationAcknowledge ACTION


    BEHAVIOUR


        subscriptionVersionOldSP-CancellationAcknowledgeDefinition,


        subscriptionVersionOldSP-CancellationAcknowledgeBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;


    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;


    REGISTERED AS {LNP-OIDS.lnp-action 12};


   


subscriptionVersionOldSP-CancellationAcknowledgeDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionOldSP-CancellationAcknowledge action


        is the action that is used via the SOA to NPAC


        SMS interface by the old service provider to acknowledge


        cancellation of a subscriptionVersionNPAC with a status of


        cancel-pending.


    !;





subscriptionVersionOldSP-CancellationAcknowledgeBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 14.0 LNP Old Service Provider Subscription Version Create





subscriptionVersionOldSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionOldSP-CreateDefinition,


        subscriptionVersionOldSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 14};


   


subscriptionVersionOldSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionOldSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        old service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionOldSP-CreateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 16.0 LNP Service Provider Number Pool Block Create





numberPoolBlock-Create ACTION


    BEHAVIOUR


        numberPoolBlock-CreateDefinition,


        numberPoolBlock-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 16};





numberPoolBlock-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The numberPoolBlock-Create action is the action that is


        used on the NPAC SMS via the SOA to NPAC SMS interface by the


        block holder SOA to create a new numberPoolBlockNPAC.


    !;





numberPoolBlock-CreateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


 [snip]









ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL,


    subscription-request-sp [25] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [26]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [27]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [28]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId,


    subscription-request-sp [25] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [26]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [27]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [28]


                           EXPLICIT NotifSuppIndicatorError


}








NotifSuppIndicatorError ::= CHOICE {


       indicator-value [0] BOOLEAN,


       no-value        [1] NULL


}








NumberPoolBlock-CreateAction ::= SEQUENCE {


    block-npa-nxx-x NPA-NXX-X,


    block-holder-sp ServiceProvId,


    block-lrn LRN,


    block-class-dpc DPC,


    block-class-ssn SSN,


    block-lidb-dpc DPC,


    block-lidb-ssn SSN,


    block-isvm-dpc DPC,


    block-isvm-ssn SSN,


    block-cnam-dpc DPC,


    block-cnam-ssn SSN,


    block-wsmsc-dpc [0] DPC OPTIONAL,


    block-wsmsc-ssn [1] SSN OPTIONAL,


    block-sv-type [2]  SVType OPTIONAL,


    block-optional-data [3] OptionalData OPTIONAL,


    block-request-sp [4] ServiceProvId OPTIONAL


}





NumberPoolBlock-CreateInvalidData ::= CHOICE {


    block-npa-nxx-x [0] EXPLICIT NPA-NXX-X,


    block-lrn [1] EXPLICIT LRN,


    block-class-dpc [2] EXPLICIT DPC,


    block-class-ssn [3] EXPLICIT SSN,


    block-lidb-dpc [4] EXPLICIT DPC,


    block-lidb-ssn [5] EXPLICIT SSN,


    block-isvm-dpc [6] EXPLICIT DPC,


    block-isvm-ssn [7] EXPLICIT SSN,


    block-cnam-dpc [8] EXPLICIT DPC,


    block-cnam-ssn [9] EXPLICIT SSN,


    block-wsmsc-dpc [10] EXPLICIT DPC,


    block-wsmsc-ssn    [11] EXPLICIT SSN,


    block-sv-type      [12] EXPLICIT SVType,


    block-optional-data [13] EXPLICIT OptionalData,


    block-request-sp [14] EXPLICIT ServiceProvId


}








OldSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-new-current-sp [1] ServiceProvId,


    subscription-old-sp [2] ServiceProvId,


    subscription-old-sp-due-date [3] GeneralizedTime,


    subscription-old-sp-authorization [4] ServiceProvAuthorization,


    subscription-status-change-cause-code [5] SubscriptionStatusChangeCauseCode,


    subscription-lnp-type [6] LNPType,


    subscription-med-ind  [7] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-request-sp [8] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [9]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [10]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [11]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








OldSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-new-current-sp [2] EXPLICIT ServiceProvId,


    subscription-old-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp-due-date [4] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [5] EXPLICIT ServiceProvAuthorization,


    subscription-status-change-cause-code [6]


       EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-lnp-type [7] EXPLICIT LNPType,


    subscription-med-ind  [8] EXPLICIT MediumIndicatorError,


    subscription-request-sp [9] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [10]


                              EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [11]


                              EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [12]


                              EXPLICIT NotifSuppIndicatorError


}











NotifSuppIndicator ::= ENUMERATED {


    provider (0),


    delegates (1),


    provider-and-delegates (2)


}








SelfNotifSuppIndicator ::= BOOLEAN








SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,


    subscription-cross-ref-id    [21] CrossRefId OPTIONAL





}








SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL,


    subscription-request-sp [26] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [27]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [28]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [29]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId,


    subscription-request-sp [26] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [27]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [28]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [29]


                           EXPLICIT NotifSuppIndicatorError


}









XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply
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Business Need


An Inactive SPID is being used, causing SV data issues.


In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.


Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.


Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.


The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.





Description of Change:


This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.


The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.


There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:


1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:


a. Clean-up any pending SVs that list 1111 as the new SP.


b. Enter maintenance.


c. Update the Old SP value from 1111 to 2222 on the applicable SVs.


d. Delete 1111 (this will cause the delete download to all Service Providers).


e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.


f. Bring the region back up.


g. All Service Providers will recover the delete download.


h. Decommissioned SPID 1111 is no longer valid for SV create messages.


2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:


a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.


b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.


c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.



[bookmark: _Toc59881639]Requirements:


TBD.


Existing Requirements.


(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)


RR4-3.1	Removal of NPA-NXX – Subscription Version Check


NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.


R4-22.1	No Subscription Versions during Service Provider Delete


NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.2	Subscription during Service Provider Delete


NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.3	Service Provider subscription restrictions during Network Data Delete.


NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.


Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.


R5-18.5	Create Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.


New Requirements.


Req 1	Service Provider – No new Subscription Versions as New Service Provider


NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.


Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.








IIS:


No Change Required.


Flow B.3.2, Service Provider Deletion by the NPAC.


Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.








XIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


No Change Required.
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Business Need


During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:


1. The NPAC does not use the CMIP message to indicate scheduled downtime.


2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters


For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.


For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.





Description of Change:


This change order is being created to remove unused CMIP messages from the NPAC.


The proposed change is to delete the following:


1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.


2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).














[bookmark: _Toc59881639]Requirements:


Remove narrative and requirements.


2.5, Disaster Recovery and Backup Process.


3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.


6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.


Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.








IIS:


Remove narrative and flows.


Several references to lnpNPAC-SMS-Operational-Information.


Reference to LSMS Filter NPA-NXX Create.


Reference to LSMS Filter NPA-NXX Delete.


Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.


Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).





XIS:


No Change Required.








GDMO:


Remove objects, notifications, and behavior description.


Several references to lnpNPAC-SMS-Operational-Information.


Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.





ASN.1:


Remove references.


Several refences to lnp-npac-sms-operational-information.





XML:


No Change Required.
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Business Need


During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.





Description of Change:


This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.






[bookmark: _Toc59881639]Requirements:


(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)





RR3-602	SPID Migration Update – Quota Management


NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)


RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel


NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)


RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel


NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)


RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content


NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)


RR3-606	SPID Migration Update – Migration Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)


RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)


RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)


RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter


NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)


RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default


NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)


RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)


RR3-612	SPID Migration Update – SV Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)


NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.


NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.


RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)


RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)








IIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XIS:


No Change Required.








XSD:


No Change Required.
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Business Need


With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:


· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.


· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.


With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.


Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.





Description of Change:


This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).


These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.





May ’14 LNPA WG meeting:


The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.





Jul ’14 LNPA WG meeting:


The detailed requirements and data model updates were discussed.  It was agreed that the NPB data model and the NPB Create message should be included.





Sep ’14 LNPA WG meeting:


Updates were discussed.  XML LSMS impact was changed from Y to N.  No other changes at this time.









[bookmark: _Toc59881639]Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			Suppress Other SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID.





			Suppress Other SPID Delegates


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID’s Delegate(s).





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			[snip]


			


			


			








[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model









			
NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer (SPID that is allowing the Authorized SPID to indicate on a request whether or not to suppress notifications).





			Authorized SPID


			C(4)


			


			The Service Provider ID of the Authorized SP (Initiator SPID that can suppress notifications to the NPAC Customer).





			Authorized SP Name


			C(40)


			


			The NPAC Customer Name of the Authorized SP.








Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model








Section 3.8, Notifications


Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.


Req 1	Notification Suppression – Types of Requests


NPAC SMS shall allow the NPAC Administrative interface, NPAC Service Provider Low-Tech Interface, and the XML interface to suppress notifications for the following requests:


· SV Create


· SV Activate


· SV Cancel


· SV Cancel Concurrence


· SV Disconnect


· SV Modify


· SV Conflict Resolution


· Pooled Block Create


· Pooled Block Modify


· Pooled Block Disconnect (NPAC Administrative Interface only)





Req 2	Notification Suppression – Types of Options


The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:


· suppress to self (Initiator SPID)


· suppress to parent Grantor (if Initiator SPID is a Delegate)


· suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)


· suppress to the Other SPID


· suppress to the Other SPID’s Delegate(s)





Req 3	Notification Suppression –Suppression Options as Non-Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 4	Notification Suppression –Suppression Options as Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 5	Notification Suppression – Service Provider Authorization List


NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.


Note:  The Authorization List maintains a 1:1 relationship between an Initiator SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.


Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request from an Initiator SPID, in subscription versions and Number Pool Blocks.


Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.


Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.


Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.


Req 9	Notification Suppression – Persisting Notification Suppression


NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.


Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.


Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior


NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.


Req 11	Notification Suppression – Service Provider Authorization List – No Entry – XML Interface Behavior


NPAC SMS shall accept and process an XML message from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 12	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior


NPAC SMS shall accept and process a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 13	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior – Exception and Rejection


NPAC SMS shall reject a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, when there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and the request is for an SV/NPB Create/Release.






Section 3.13, Block Information


Add requirements for suppression options in Number Pool Block Requests.


RR3-132	Number Pooling Block Holder Information –Update Notification


NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)


Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.


Req 14	Notification Suppression – Number Pool Block Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:








			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			N/A


			N/A





			Delegate


			Y


			Y


			Y


			N/A


			N/A





			Grantor


			Y


			N/A


			Y


			N/A


			N/A





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed


















Section 5, Subscription Management


Add requirements for suppression options in SV Requests.


Req 15	Notification Suppression – SV Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed

















Appendix C





SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


Notification priorities are applied to the XML interface, however, all attributes in the StatusAttributeValueChange notification have been merged into the AttributeValueChange notification as indicated in the XML Schema.  Only the AttributeValueChange notification is used in the XML interface (business rules applying priority are the same except where noted in the table).


Notification suppression on requests will be processed according to the results of notification suppression options on a request, along with notification suppression authorization list data.






IIS:


.


Add a note to section B.1, Overview, stating that notifications are not sent when valid notification suppression indicators to suppress are include in a request from an Initiator SPID.








XIS:


See separate document.











GDMO:


No change required.











ASN.1:


No change required.











XML:


See separate document.
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NANC 458 – Final Copy – v12


Origination Date:  04/30/14


Originator:  LNPAWG


[bookmark: _Toc72227019]Change Order Number:  NANC 458


Description:  Service Provider-requested Notification Suppression


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT








			DOC


			FRS


			IIS





			


			Y


			Y











			CMIP


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			Y


			Y


			Y


			Y


			N














Business Need


With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:


· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.


· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.


With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.


Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.





Description of Change:


This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).


These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.





May ’14 LNPA WG meeting:


The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.





Jul ’14 LNPA WG meeting:


The detailed requirements and data model updates were discussed.  It was agreed that the NPB data model and the NPB Create message should be included.





Sep ’14 LNPA WG meeting:


Updates were discussed.  XML LSMS impact was changed from Y to N.  No other changes at this time.





Jan ’15 LNPA WG meeting:


Final changes accepted.  LNPA WG agreed to send this change order forward to the NAPM LLC.






[bookmark: _Toc59881639]Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			Suppress Other SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID.





			Suppress Other SPID Delegates


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID’s Delegate(s).





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			[snip]


			


			


			








[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model









			
NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer (SPID that is allowing the Authorized SPID to indicate on a request whether or not to suppress notifications).





			Authorized SPID


			C(4)


			


			The Service Provider ID of the Authorized SP (Initiator SPID that can suppress notifications to the NPAC Customer).





			Authorized SP Name


			C(40)


			


			The NPAC Customer Name of the Authorized SP.








Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model








Section 3.8, Notifications


Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.


Req 1	Notification Suppression – Types of Requests


NPAC SMS shall allow the NPAC Administrative interface, NPAC Service Provider Low-Tech Interface, and the XML interface to suppress notifications for the following requests:


· SV Create


· SV Activate


· SV Cancel


· SV Cancel Concurrence


· SV Disconnect (includes notifications for active SV that is disconnected, does not include Donor Disconnect Notification)


· SV Modify


· SV Conflict Resolution


· Pooled Block Create


· Pooled Block Modify


· Pooled Block Disconnect (NPAC Administrative Interface only)





Req 2	Notification Suppression – Types of Options


The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:


· suppress to self (Initiator SPID)


· suppress to parent Grantor (if Initiator SPID is a Delegate)


· suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)


· suppress to the Other SPID


· suppress to the Other SPID’s Delegate(s)





Req 3	Notification Suppression –Suppression Options as Non-Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 4	Notification Suppression –Suppression Options as Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 5	Notification Suppression – Service Provider Authorization List


NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.


Note:  The Authorization List maintains a 1:1 relationship between an Initiator SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.


Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request from an Initiator SPID, in subscription versions and Number Pool Blocks.


Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.


Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.


Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.


Req 9	Notification Suppression – Persisting Notification Suppression


NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.


Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.


Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior


NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.


Req 11	Notification Suppression – Service Provider Authorization List – No Entry – XML Interface Behavior


NPAC SMS shall accept and process an XML message from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 12	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior


NPAC SMS shall accept and process a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 13	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior – Exception and Rejection


NPAC SMS shall reject a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, when there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and the request is for an SV/NPB Create/Release.






Section 3.13, Block Information


Add requirements for suppression options in Number Pool Block Requests.


RR3-132	Number Pooling Block Holder Information –Update Notification


NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)


Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.


Req 14	Notification Suppression – Number Pool Block Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:








			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			N/A


			N/A





			Delegate


			Y


			Y


			Y


			N/A


			N/A





			Grantor


			Y


			N/A


			Y


			N/A


			N/A





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed


















Section 5, Subscription Management


Add requirements for suppression options in SV Requests.


Req 15	Notification Suppression – SV Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed

















Appendix C





SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


Notification priorities are applied to the XML interface, however, all attributes in the StatusAttributeValueChange notification have been merged into the AttributeValueChange notification as indicated in the XML Schema.  Only the AttributeValueChange notification is used in the XML interface (business rules applying priority are the same except where noted in the table).


Notification suppression on requests will be processed according to the results of notification suppression options on a request, along with notification suppression authorization list data.






IIS:


.


Add a note to section B.1, Overview, stating that notifications are not sent when valid notification suppression indicators to suppress are include in a request from an Initiator SPID.








XIS:


See separate document.











GDMO:


No change required.











ASN.1:


No change required.











XML:


See separate document.
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]
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LNPA WG – Potential Sunset List

LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset

Service Provider Data

Sunset the ability for Service Providers to update their CMIP network data in their customer profile



The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 



Local System Impact:  Removing this functionality from the interface would result in ASN.1 and GDMO impacts.  Local Systems that allow it today would have to be changed to remove capability.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.

Removed

Sunset unused Customer Contact information on NPAC Admin GUI and LTI



The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  There were 3 Service Providers that requested to change the contact information in their profile in 2014.



Local System Impact:  The Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.



Network Data

Removed

Removed

Subscription Data

Sunset single TN Notifications



In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.



Local System Impact:  Sunsetting single TN notifications does have SOA impact.



Removed 



[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed



Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)



In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.



NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.



Local System Impact:  Sunsetting the ability to NOT support Cause Code 2 does have SOA impact.



Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2



NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.


NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.



Local System Impact:  Sunsetting the ability to NOT support receiving this AVC does have SOA impact.



Pool Block Data

Removed



Audits

Sunset Delete Audit notifications in CMIP Interface



During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.



NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  During a 45 day period in November-December, 2014, the NPACs in the 7 U.S. Regions sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.



Local System Impact:  To be determined by SOA Vendors.



Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 



During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.



NPAC LOE:  Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  Every time an Audit is completed and results sent to SOA.



Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.



Recovery

Removed

BDDs

Sunset BDD Response Files



In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.


NPAC LOE:  Low.



Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.



Local System Impact:  None.



Reports

Removed



Sunset Data Integrity Sample (Audit and report)



The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.


NPAC LOE:  Low.



Usage:  The Sample Audit is run every 7 days, but the report is never generated. 



Local System Impact:  None.



Other Data

Removed

Removed

Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)



Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).


From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):



[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality

R11‑2	Generating Usage Measurements for NPAC Resources

NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.

R11‑3	Generating Usage Measurements for Allocated Connections

NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.

R11‑4	Generating Usage Measurements for Allocated Mass Storage

NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.

R11-9	Billing Report Types

NPAC SMS shall be capable of creating the following billing reports:

· Login Session Per Service Provider

· Allocated Mass Storage

· Messages Processed by type (to include download data and data resent by request)

· Audits Requested and Processed

· Requested Report Generation

· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)

R11-13	NPAC Personnel Billing Report Destination

· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.



NPAC LOE:  Low.



Usage:  None.



Local System Impact:  None.



Removed

GUI

Clarify Requirements for Unused User ID disable period tunable/feature



The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.



NPAC LOE:  Low.



Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.



Local System Impact:  None.
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Preface

[bookmark: _Toc104795965][bookmark: _Toc115164366][bookmark: _Toc418846747]Purpose of this Document

The purpose of this document is to identify the NPAC Release 3.4.8 Test Cases.  These Test Cases are based on NPAC SMS Release 3.4.8 requirements (Service Provider-requested Notification Suppression).



Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and the NPAC SMS vendor based upon the functionality supported by the local Service Provider SOA and/or LSMS systems.



This Test Plan contains Test Cases per functional component of the Software Release.  The Test Cases cover basic Success and Error scenarios.  Test Case Priority is indicated by the systems that participate in each respective Test Case.  It is assumed that the NPAC SMS/NPAC personnel participate in every Test Case of the Turn Up Test Plan.  If the Test Case Priority for a system is marked as Required that system shall participate as the Test Case describes.  A Test Case Priority of Conditional for a system means that the system shall participate in the Test Case as described, if the respective functionality has been implemented for that system.  When the Test Case Priority is marked as Optional for a system, it is at the discretion of the Service Provider if they use the respective system to participate in the Test Case as described.  Finally, the Test Case Priority may be marked as N/A for a Service Provider system, which means that the functionality tested in this Test Case does not apply to this respective Service Provider system.



The different NPAC regions will turn-up Release 3.4.8 software at different times.  As a result Service Providers that operate in multiple regions will need to determine when to begin using the Service Provider-requested Notification Suppression feature.  This test plan does not include any guidelines or test cases for the purpose of testing backward compatibility between NPAC SMS releases.



[bookmark: _Toc473274366][bookmark: _Toc479649303][bookmark: _Toc61688809][bookmark: _Toc64277560][bookmark: _Toc104795966][bookmark: _Toc115164367][bookmark: _Toc418846748]Assumptions



All Test Cases should be executed where the Service Provider profile attributes are set such that they emulate the Service Provider’s production environment unless otherwise stated in an individual test case.



Please refer to the NPAC/SMS User Profile – U.S. Mechanized User Readiness Form for the complete list of SOA and LSMS Service Provider Configurables.  For Canadian Users, refer to the Canadian Mechanized User Readiness Form.



[bookmark: _Toc413420642][bookmark: _Toc413478279][bookmark: _Toc434655990][bookmark: _Toc443100000][bookmark: _Toc443101483][bookmark: _Toc443101532][bookmark: _Toc443101569][bookmark: _Toc443101609][bookmark: _Toc473274367][bookmark: _Toc479649304][bookmark: _Toc61688810][bookmark: _Toc64277561][bookmark: _Toc104795967][bookmark: _Toc115164371][bookmark: _Toc418846749]Audience

The intended audience for this document is NPAC SMS, SOA and LSMS system testers and anyone who is involved with NPAC SMS, SOA and LSMS Turn Up Certification testing.  It is assumed that individuals using this test plan have an understanding of Local Number Portability, Number Pooling and related specification documents.  The Test Cases are written from the XML Interface Specification (XIS) perspective so users should have an understanding of this document specifically.



[bookmark: _Toc479649305][bookmark: _Toc61688811][bookmark: _Toc64277562][bookmark: _Toc104795968][bookmark: _Toc115164372][bookmark: _Toc418846750]Conventions Used in this Document



1.1.1. [bookmark: _Toc61688812][bookmark: _Toc64277563][bookmark: _Toc104795969][bookmark: _Toc115164373][bookmark: _Toc418846751]Test Case Template



Test Cases are the bulk of the information presented in this document.  Test Cases are comprised of the following information:



		
A.

		TEST IDENTITY

		



		

		Test Case Number:

		Unique Test Case Identifier

		SUT Priority:

		SOA 

		Required –This Service Provider systems shall participate.

Conditional – If the Service Provider system has implemented the functionality represented in this Test Case, then the system shall participate.

Optional – Service Provider may include this system as indicated by the Test Case.

N/A – This Test Case does not apply to this system.



		

		

		

		

		LSMS

		Required, Conditional, Optional or

N/A.



		

		Objective:



		Test Case Objective.  The Title specifies relevant systems to the test (NPAC SMS, SOA or LSMS) and the type of Test Case (success or error).



		

		

		



		B.

		REFERENCES

		



		 

		NANC Change Order Revision Number:

		If a change order revision is relevant – it’s indicated here.

		Change Order Number(s):

		If a Change Order(s) is relevant – it is indicated here.



		

		NANC FRS Version Number:

		FRS version is indicated here.

		Relevant Requirement(s):

		Requirement(s) related to this Test Case are indicated here.



		

		NANC IIS Version Number:

		IIS version is indicated here.

		Relevant Flow(s):

		IIS Flow(s) related to this Test Case are indicated here.



		

		

		



		C.

		PREREQUISITE

		



		

		Prerequisite Test Cases:

		Test Case, if any, to be successfully executed prior to this Test Case



		

		Prerequisite NPAC Setup:

		Steps to be executed by NPAC personnel prior to Test Case execution



		

		Prerequisite SP Setup:

		Steps to be executed by Service Provider personnel prior to Test Case execution



		

		

		



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		[system indicated here]

		This test step is described here.

		[system indicated here]

		The expected results associated with this respective test step are indicated here.



		E.

		Pass/Fail Analysis, TC #



		Pass

		Fail

		NPAC personnel performed the test case as written.



		Pass 

		Fail

		Service Provider personnel performed the test case as written.





[bookmark: _Toc61688813][bookmark: _Toc64277564]

1.1.2. [bookmark: _Toc104795970][bookmark: _Toc115164374][bookmark: _Toc418846752]Test Case Numbering



Test Case Numbers are alphanumeric numbers that identify the sections of functional component based on the respective Change Order to ensure a unique Test Case number.  Below is a table identifying the Change Orders that are included in this release and their associated alphanumeric numbering prefix.  These test case numbers are assumed to be static:



		Numeric Prefix

		Respective Functional Component



		

		



		NANC 458

		Service Provider-requested Notification Suppression



		

		







1.1.3. [bookmark: _Toc443101485][bookmark: _Toc443101534][bookmark: _Toc443101571][bookmark: _Toc443101611][bookmark: _Toc443101639][bookmark: _Toc479649306][bookmark: _Toc61688814][bookmark: _Toc64277565][bookmark: _Toc104795971][bookmark: _Toc115164375][bookmark: _Toc418846753]Test Case Priority



Each Test Case will have an associated Test Case Priority. 



Required: This Test Case represents required functionality and shall be executed by the respective Service Provider system and/or NPAC SMS Vendor.



Conditional: This Test Case represents optional functionality.  If a Service Provider has implemented the suggested functionality for this respective Service Provider system in the Test Case, they shall execute the Test Case as written.  If there are not any Service Providers that have implemented the functionality, and therefore cannot verify the NPAC SMS behavior, the NPAC personnel shall execute the Test Case with the use of simulators.



Optional: Service Provider may execute the Test Case as written if they have implemented the suggested functionality for this respective system.  Typically ‘optional’ Test Cases verify ‘additional’ attributes of a requirement. 



N/A: This Test Case does not apply to this Service Provider system.  Thus the Service Provider does not need to test this respective system during this Test Case.



1.1.4. [bookmark: _Toc443101487][bookmark: _Toc443101536][bookmark: _Toc443101573][bookmark: _Toc443101613][bookmark: _Toc479649307][bookmark: _Toc61688815][bookmark: _Toc64277566][bookmark: _Toc104795972][bookmark: _Toc115164376][bookmark: _Toc418846754]Test Case Prerequisites



Each Test Case contains a section for Prerequisites including Prerequisite Test Cases and/or Prerequisite NPAC Setup and/or Prerequisite SP Setup.  When Prerequisite Test Cases are identified this is simply referencing a Test Case that, when appropriately executed, will setup the proper scenario for executing that respective Test Case.  Prerequisite Test Cases are not a good source for Test Case ordering to ensure efficient execution.  Ordering of Test Cases for efficient execution should be reviewed on a Service Provider by Service Provider basis, based on their specific suite of Test Cases for exiting Turn Up Test.



1.1.5. [bookmark: _Toc443101488][bookmark: _Toc443101537][bookmark: _Toc443101574][bookmark: _Toc443101614][bookmark: _Toc479649308][bookmark: _Toc61688816][bookmark: _Toc64277567][bookmark: _Toc104795973][bookmark: _Toc115164377][bookmark: _Toc418846755]Test Case Steps and Expected Results



Test Case steps and Expected results have fields to indicate the respective systems, test steps and their expected results.



1.1.6. [bookmark: _Toc61688817][bookmark: _Toc64277568][bookmark: _Toc104795974][bookmark: _Toc115164378][bookmark: _Toc418846756]Pass/Fail Analysis



Each Test Case contains a general analysis of either Pass or Fail.



[bookmark: _Toc413420645][bookmark: _Toc413478282][bookmark: _Toc434655992][bookmark: _Toc443100002][bookmark: _Toc443101489][bookmark: _Toc443101538][bookmark: _Toc443101575][bookmark: _Toc443101615][bookmark: _Toc473274369][bookmark: _Toc479649310][bookmark: _Toc61688818][bookmark: _Toc64277569][bookmark: _Toc104795975][bookmark: _Toc115164379][bookmark: _Toc418846757]Related Documents



North American Number Council (NANC) Functional Requirements Specification Number Portability Administration Center (NPAC) Service Management System (SMS), Release 3.4.8a



NPAC SMS XML Interface Specifications NANC Version 1.6



[bookmark: _Toc413420646][bookmark: _Toc413478283][bookmark: _Toc434655993][bookmark: _Toc443100003][bookmark: _Toc443101490][bookmark: _Toc443101539][bookmark: _Toc443101576][bookmark: _Toc443101616][bookmark: _Toc473274370][bookmark: _Toc479649311][bookmark: _Toc61688819][bookmark: _Toc64277570][bookmark: _Toc104795976][bookmark: _Toc115164380][bookmark: _Toc418846758]Document Structure

This document is organized into sections as defined below:

 

		

		Preface (1)



		This section describes the purpose and structure of this document





		

		RSMS 3.4.8 Turn Up Test Cases (Section 2)



		Test Cases – one section for each change order 





		

		Appendix A

		Test Case Matrix including a List of Objectives and Results Table





		

		Appendix B

		Issues [indicate open/date and closed/date]









[bookmark: _Toc61688820][bookmark: _Toc64277571][bookmark: _Toc104795977][bookmark: _Toc115164381][bookmark: _Toc418846759]Requirements for Turn-Up Testing

TUT, which includes both new NPAC/SMS Software release functionality testing and regression testing, must be performed on a developer's local system software and (optionally) on a User's local system software anytime a change is made to the interface (XSD, GDMO or ASN.1) of either the NPAC/SMS or the local system.  In the event that the interface change is initiated by the NPAC/SMS, both the local system developers and (optionally) Users shall perform Turn-Up testing on each version of the local system software that a User potentially may use with the new NPAC/SMS interface.

The following sets forth the required level of testing for specific scenarios:

(a) When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC/SMS is compiled with the current model, then Turn-Up Testing is optional.  Test cases to be performed at the discretion of local system developers and (optionally) Users.  In this situation standard regression test cases shall be performed.

(b) When a local product (SOA/LSMS) is compiled with the current interface model, and no new local features are implemented that involve the interface, and the NPAC/SMS is compiled with the new interface model, then Turn-Up Testing by local system developers and (optionally) Users is required. In this situation, standard regression test cases shall be performed.

(c) When a local product (SOA/LSMS) is compiled with the new interface model, and no new local features are implemented that involve the interface, and the NPAC/SMS is compiled with the new interface model, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases shall be performed.

(d) When a local product (SOA/LSMS) is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC/SMS is compiled with the new interface model, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases and new functionality test cases shall be performed.

(e) When a local product (SOA/LSMS) is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC/SMS is compiled with the current model, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases and new functionality test cases shall be performed.

(f)  When the operating system software of a local product (SOA/LSMS) is upgraded, and this results in any OSI stack or CMIP toolkit change, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases shall be performed.

(g) When the operating system of a local product (SOA/LSMS) is changed (e.g. OS vendor A to OS vendor B), then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases shall be performed.

(h) When the hardware of a local product (SOA/LSMS) is changed, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases shall be performed.



[bookmark: _Toc115164382][bookmark: _Toc418846760]Turn-Up Testing Execution Considerations



[bookmark: _Toc115164385]No special test execution consideration related to R3.4.8.



[bookmark: _Toc115164386][bookmark: _Toc418846761]
RSMS 3.4.8 Turn Up Test Cases

[bookmark: _Toc418846762]NANC 458 – Service Provider-requested Notification Suppression

Tests should be executed in two cycles:

1. Set up as a SPID in a Regular configuration (standalone SPID)

2. Set up as a SPID in a Delegation configuration (Grantor-Delegate)

For the Delegation configuration, submit the Request multiple times (variety of no suppression, single suppression, and multiple suppression) to cover the following scenarios:

1. suppress to self (Initiator SPID)

2. suppress to parent Grantor (if Initiator SPID is a Delegate)

3. suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)

4. suppress to the Other SPID

5. suppress to the Other SPID’s Delegate(s)

No new test cases for Service Provider-requested Notification Suppression are required.  All certification testing for Service Provider-requested Notification Suppression will use existing Turn-Up Test Cases as listed below for New Service Provider and Old Service Provider:

1. NSP SV Create with notification suppression TRUE.
NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

2. NSP SV Modify with notification suppression TRUE.
8.1.2.2.1.2 Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success

3. NSP SV Cancel with notification suppression TRUE.
8.1.2.5.1.2 Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success

4. NSP SV Cancel Concurrence with notification suppression TRUE.
8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)

5. NSP SV Cancel Un-Do with notification suppression TRUE.
NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

6. NSP SV Conflict Resolution with notification suppression TRUE.
NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

7. NSP SV Activate with notification suppression TRUE.
2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value. Even though this is a single SV, the activate request results in a range notification. – Success

8. NSP SV Disconnect with notification suppression TRUE.
2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success

9. NSP Pool Block Create with notification suppression TRUE.
4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success

10. NSP Pool Block Modify with notification suppression TRUE.
4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). – Success
Also perform test 4.2.1 with SOA Origination Indicator set to TRUE

11. OSP SV Create with notification suppression TRUE.
8.1.2.1.1.32 Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

12. OSP SV Modify with notification suppression TRUE.
218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS

13. OSP SV Cancel with notification suppression TRUE.
2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success

14. OSP SV Cancel Concurrence with notification suppression TRUE.
8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)

15. OSP SV Cancel Un-Do with notification suppression TRUE.
NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

Optionally, regression tests may be executed with Notification Suppression set to FALSE.
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		NANC 458 – Service Provider-requested Notification Suppression



		Test Case Priority

		Test Case #

		Test Case Description

		Req.

		IIS Flow

		Test Results/Issues/Comments



		SOA - Required

		Exist-ing

		NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

8.1.2.2.1.2 Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success

8.1.2.5.1.2 Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success

8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)

NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value. Even though this is a single SV, the activate request results in a range notification. – Success

2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success



		RR3-781, RR3-782, RR3-783, RR3-784, RR3-785, RR3-786, RR3-787, RR3-788, RR3-789, RR3-790, RR3-791, RR3-792, RR3-793

		B.5.1.2 SubscriptionVersion Create by the Initial SOA (New Service Provider)

B.5.2.3 SubscriptionVersion Modify Prior to Activate Using M-ACTION

B.5.3.3 Subscription Version Cancels With Only One Create Action Received

B.5.1.3 SubscriptionVersion Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred 

B.5.3.5 Un-Do Cancel-Pending Subscription Version Request



(continued below)

		



		LSMS – N/A

		

		

		

		

		



		

		

		

		

		B.5.5.2 Subscription Version Conflict Removal by the New Service Provider SOA 

B.5.1.5 SubscriptionVersion Activated by New Service Provider SOA

B.5.4.1 SubscriptionVersion Immediate Disconnect



		SOA - Required

		Exist-ing

		4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success

4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). – Success
Also perform test 4.2.1 with SOA Origination Indicator set to TRUE

8.1.2.1.1.32 Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS

2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success

8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)

NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success



		RR3-781, RR3-782, RR3-783, RR3-784, RR3-785, RR3-786, RR3-787, RR3-788, RR3-789, RR3-790, RR3-791, RR3-792, RR3-793

		B.4.4.1 Number Pool Block Create/Activate by SOA

B.4.4.13 Number Pool Block Modify by Block Holder SOA

B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider)

B.5.3.3 Subscription Version Cancels With Only One Create Action Received

B.5.1.3 SubscriptionVersion Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred 

B.5.3.5 Un-Do Cancel-Pending Subscription Version Request



		



		LSMS – N/A
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Following are issues related to the NPAC Release 3.4.8 Test Plan:



		#

		Date

		Issue

		Status
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LNP New Entrant checklist 4.22.15.xls
LNP - New Entrant

		Grouping		Task		LEC/WSP		Prerequisites (TBD if needed)

				The order of activities will need to shift in order to flow. i.e : OCN prior to NPAC

		State/Federal Registration

				Articles of Incorporation

				Request State Certification(CLEC)/Obtain licenses to operate as a WSP

				File tariffs and agreements per Commission directives.		LEC

				Other Regulatory Requirments as required by state/federal government		LEC

		NPAC

				Execute Neustar Agreements		LEC/WSP

				Establish method of NPAC connectivity		LEC/WSP

		Numbering Activities

				Request OCN from (National Exchange Carriers Association) NECA		LEC/WSP

				Assign SPID		LEC/WSP

				Obtain & comply with Central Office code guidelines.

				Request Numbering

				Obtain RAO from iconectiv

				Assign an LRN		LEC/WSP

				Update BIRRDS either directly or through an AOC

				Obtain CIC (required if LEC is also an  IXC)

		Trading Parners

				Contact all  SPs that you intend to trade with in order to facilitate the exchange of Business rules or TPPs.		LEC/WSP

				Arrange and complete inter carrier testing with trading partners (negotiated bilaterally)		LEC

		Agreements

				Request interconnecton with the applicable Incumbent(s)

		911

				Determine 911 obligations		LEC

				Complete B & C agreements either as SP and/or Biller		LEC

		Network Requirements

				Obtain CLLI codes		LEC/WSP

				Establish POIs		LEC

				Contact LEC Carrier Services Group to start LNP discussions.		LEC/WSP

				Execute Interconnection agreements, and file/report with State Commissions/Regulatory agencies		LEC

		Network Interconnection

				Implement interconnection arrangements with ILECs, WSPs or other LECs as appropriate		LEC/WSP

				Complete network LNP testing		LEC

				Complete 911 testing		LEC
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On-Boarding Notification letter

		Introduction

		The On-boarding of New Trading Partners Guide was prepared by the CISC Business Process Working Group (BPWG) to assist companies completing the steps to become competitive local exchange carriers (CLECs) and wireless service providers (WSPs - refer to note below). This Guide provides a high level summary of the major requirements CLECs and WSPs must fulfill.  A separate tab has been provided for the onboarding of broadcasting distribution undertakings (BDUs) and internet service providers (ISPs) pursuant to Broadcasting and Telecom Regulatory Policy CRTC 2011-191.  For a complete and accurate description of each of the obligations, the carrier should consult the relevant source document, many of which are identified in the Guide.

		Before a company initiates any of the steps described in the Guide, it should determine its appropriate classification considering factors such as services to be offered, company ownership, and ownership and control of facilities. The Guide is not designed for use by interexchange carriers (IXCs), Internet service providers (ISPs), mobile virtual network operators (MVNOs), and various types of resellers. These companies should refer to the CRTC’s web site for descriptions of the relevant steps for market entry.

		The tasks in the Guide are grouped into categories, and the steps within each category are listed in their approximate sequence. While many of the steps can be conducted in parallel, other steps cannot commence until prerequisites are completed. The prerequisites identified in the Guide are provided as guidance but the sequence of steps could vary, and each company should  determine the correct order for its particular circumstances.  Many of the steps apply to both CLECs and WSPs, but some of them are unique to only one of the two types of carriers. For each of the steps, the Guide indicates if the step applies to CLECs, WSPs or both.

		Depending how a carrier decides to provide its services, not all of the steps may apply (e.g., co-location is not applicable if there is no intention to lease unbundled local loops).  In addition, where a CLEC provides its services through a resale arrangement or other business arrangement involving an underlying carrier, some of the steps may have been completed previously by the underlying carrier.  A reference to a source document is provided for most of the steps, allowing a company to obtain more information.

		In this document the BPWG uses the term Wireless Service Providers (WSP), WSP is commonly associated with any Wireless Provider, however for this document the term WSP only applies to a provider of wireless services that is a Canadian carrier, as defined in the Telecommunications Act and in the CRTC’s Canadian Telecommunications Common Carrier Ownership and Control Regulations, companies such as Bell Mobility, Rogers Wireless and TELUS. This document does not apply to companies that are Mobile Virtual Network Operators (MVNOs) or resellers.

		The Guide is accurate as of date of issue but carrier obligations are changed by the CRTC from time to time. The CISC and other industry bodies, including the BPWG, also frequently refine processes and responsibilities that could affect the obligations in the Guide. CLECs, WSPs,BDUs and ISPs relying on the Guide are urged to check the CRTC’s web site and with other agencies, as appropriate, to determine if there are changes, additions or deletions to any of the steps. It is strongly recommended that all existing carriers and companies completing the on-boarding process participate in the CISC groups. At a minimum, it is expected that all telecommunications service providers will monitor developments at the CRTC and in CISC groups.

		Note:  For the purposes of this Guide, the term WSP applies only to a provider of wireless services that is a Canadian carrier, as defined in the Telecommunications Act and in the CRTC's Canadian Telecommunications Common carrier Ownership and Control Regulations, such as Bell Mobility, Rogers Wireless and TELUS.
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Tasks for LECs and WSPs

		Grouping		Task #		Task		LEC / WSP (1)		Common Groupings		Document Reference (where found)		Prerequisites

		CRTC Registration

				1		Register with the Commission that it intends to become a CLEC and Attest in writing that it understands and will conform to the obligations set out in Decision 97-8		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				2		Notify the Commission once the requirements imposed on CLECs in Telecom Decision CRTC 97-8, Local Competition, 1 May 1997 have been satisfied. The notification should include a description on how the CLEC obligations have been satisfied along with a reference to the relevant Commission determinations. Serve a copy of the notification on other local exchange carriers, on the Central Funds Administrator (CFA), Canadian Numbering Administration Consortium (CNAC), Canadian Local Number Portability Consortium (CLNPC)		LEC		CRTC Requirements		http://www.crtc.gc.ca/eng/8180/8180m.htm; http://www.clnpc.ca; www.cnac.ca/cnac/cna_consortium.htm

				3		Obtain licenses to operate as a WSP from industry Canada.		WSP		Industry Canada		http://www.ic.gc.ca/epic/site/smt-gst.nsf/en/h_sf08104e.html

				4		Retain on file details of service options, and charges (para 292, 293)		LEC		CRTC Requirements		http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM		Register with CRTC

				5		Identify to CRTC the exchanges in which service will be offered.  With copies to all LECs and proposed CLECs within the exchanges. Make serving area maps available at company business offices upon request.		LEC				http://www.crtc.gc.ca/eng/8180/8180m.htm

				6		Retain on file policies on access to enhanced service providers		LEC		CRTC Requirements				Register with CRTC

				7		Retain policies to protect privacy and confidential information		LEC/WSP		CRTC Requirements				Register with CRTC

				8*		File tariffs and agreements per Commission directives. (Telecom Decision 97-8 - para 190, 192, 227, 279, 282, Telecom Decision CRTC 2011-92)		LEC		CRTC Requirements		c  http://www.crtc.gc.ca/archive/ENG/Decisions/2007/dt2007-129.htm

				9		Complete PIC/CARE Handbook and file with CRTC		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		CLNPC Membership

				10		Type 3 and Type 4 LECs may choose to join the CLNPC, if not, they must outsource all porting activities to a third party who is a registered shareholder of the CLNPC however if Type 3 and Type 4 LECs' join CLNPC, tasks 11-14 would apply		LEC/L3-4/WSP		CLNPC		http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca;  CLNPC New Member Information package

				11		Execute Neustar Agreements		LEC/WSP		CLNPC		www.npac.com		CLNPC Membership

				12		Establish method of NPAC connectivity		LEC/WSP		CLNPC		www.npac.com		CLNPC Membership

				13		Assign representative and participate in the CLNPC Board of Directors  -		LEC/WSP		CLNPC		CLNPC New Member Package		CLNPC Membership

				14		Assign representative and participate in the CLNPC Ops team		LEC/WSP		CLNPC		CLNPC New Member Package		CLNPC Membership

		CNAC Requirements

				15		Join CNAC (membership optional)		LEC/WSP		CNAC		http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca  CLNPC New Member Information package;  www.cnac.ca/cnac/cna_consortium.htm

				16		Execute Service User Agreement( long form)  for members.		LEC/WSP		CNAC		www.cnac.ca/service_agreement/service_agreement.htm		Mandatory for CNAC Members

				17		Execute Service User Agreement( short form)  for non members. Note: Tasks 17-20 do not apply if  numbering resources (e.g. Number blocks) are obtained exclusively from a third party, otherwise  they are applicable.		LEC/L3-4/WSP		CNAC		www.cnac.ca/service_agreement/service_agreement.htm

				18		Comply with CNAC Reporting requirements		LEC/WSP		CNAC		http://www.cnac.ca/co_codes/nruf/latest_forms/nruf_latest_forms.htm#Annual

				19*		Obtain Central Office codes per COCA guidelines.		LEC/WSP		CNAC		www.cnac.ca/co_codes/co_code_guidelines.htm

				20*		Assign an LRN		LEC/WSP		CNAC		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				21		Comply with CNAC guidelines and procedures.		LEC/WSP		Guidelines		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				22		Comply with COCA guideline		LEC/WSP		Guidelines		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				23		Obtain a list of current/upcoming area code relief planning activities.		LEC/WSP		CNAC		www.cnac.ca/npa_codes/relief/overview.htm

				24		Update BIRRDS either directly or through an AOC		LEC/WSP		CNAC		http://www.trainfo.com/products_services/tra/catalog_details.html

		Other Numbering Activities

				25		Obtain CIC (required if LEC is also an  IXC)		LEC		CNAC		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				26		Request OCN from (National Exchange Carriers Association) NECA		LEC/WSP				https://www.neca.org/PublicInterior.aspx?id=94  https://www.neca.org/PublicInterior.aspx?id=1947

				27		Assign SPID		LEC/WSP				www.npac.com		The service provider assigns their own SPID using their OCN.

				28		Obtain RAO from iconectiv		LEC				http://www.trainfo.com/products_services/tra/downloads/raoguide.pdf

		CFA Requirements

				29		Join CFA (optional), membership is not mandatory.		LEC				http://www.crtc.gc.ca/eng/8180/8180m.htm

				30		Comply with CFA Reporting requirements		LEC				http://www.crtc.gc.ca/PartVII/eng/8638/CRTC/CCMRep.htm

				31		Participate in the National Contribution Fund in accordance with Changes to the contribution regime, Telecom Decision CRTC 2000-745. (optional): In Telecom Regulatory Policy 2011-291, the Commission determined that, effective 1 June 2011, subsidies would no longer be available to CLECs. As such, CLECs are no longer required to become CTCC shareholders. However, since CLECs are still required to file their annual contribution revenue information, pursuant to Telecom Decision 2000-745, they still have the option of becoming CTCC shareholders.		LEC				http://www.crtc.gc.ca/eng/archive/2000/DT2000-745.htm

		WNP Service Bureau Activities

						If you are a WSP:

				32		Contact the CWTA to obtain a copy of the CWTA Process for On-boarding New Carriers		onboarding WSP				wnp@cwta.ca

				33		Execute NDA with Service Bureau (SB)		onboarding WSP

				34		Execute legal agreement with Service Bureau		onboarding WSP

				35		Work with Service Bureau Implementation Manager to complete all configuration activities, including connectivity testing		onboarding WSP

				36		Contact all WSPs that you intend to trade with in order to facilitate Trading Partner (TP) configuration set-up with current wireless carriers		onboarding WSP

						If you are a LEC:						http://www.crtc.gc.ca/cisc/eng/wireless.htm

				37		Contact all  WSPs that you intend to trade with in order to facilitate TP configurations (Includes completion of TPP, plus AS2 Configuration Data Information document where necessary).  Type 3 and 4 CLEC must make arrangements with underlying SP to provide this notification on its behalf.		LEC/L3-4

				38		Work with SB to establish connectivity to the clearing house (CH) module and test		LEC

		WSP / LEC Trading Partner Activities

				39		Execute NDAs with all Trading Partners (wireless)		LEC/WSP

				40		Execute INPOA with WNP Trading Partners when required		a)LEC  b)WSP				a)http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm          b)For a copy of the WSP INPOA template contact: wnp@cwta.ca

				41		Arrange and complete inter carrier testing with trading partners (negotiated bilaterally)		LEC/WSP

				42		Initiate bulk porting process for LEC leased numbers in exchanges open for porting		WSP				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  and refer to ITMG V8 section 5 OR BPRE062f

		911

				43		Determine 911 obligations - Fixed native, fixed non-native, nomadic		LEC		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				44		Enter into 911 Provisioning and Levy (Billing & Collection) Agreement(s) (where applicable) with Municipalities and/or Province		LEC/WSP		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				45		Execute 911 Service Provider (ILEC ) provisioning agreement(s) with the 911 Service Provider (ILEC).		LEC/WSP		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				46		Obtain Street Address Guide (SAG) data from ILEC or other supplier to support 911 services. For Type 3 and Type 4 LEC, this is required unless it is being provided by underlying service provider.		LEC/L3-4/WSP		911

				47		Establish civic addresses for wireless cell sites where appropriate and test with PSAPs		WSP		911		Aquire Emergency Services Routing Digits ( ESRD) from CNAC

				48		Test exchange of 911 ALI records with 911 service provider or underlying SP  if providing on your behalf.		LEC/L3-4/WSP		911		Refer to 911 PERS Implementation Support document available from  ILEC (911 Service Provider)

		Billing and Collection Service

				49		Complete B & C agreements either as SP and/or Biller		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Network Requirements

				50		Execute license Agreement with iconectiv and obtain CLLI codes		LEC/WSP				http://www.commonlanguage.com/resources/commonlang/index.html

				51		Establish POIs		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm

				52		Execute Joint Planning Agreement (JPA)		LEC/WSP				Contact appropriate ILEC

				53		Establish CCS7 interconnection SPOIs		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm

				54		Execute GTT Point Code Industry Notification NDA and comply with GTT Industry Notification Process document		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3fg.htm  CNODGL0023A

				55		Contact LEC Carrier Services Group to start LNI discussions.		LEC/WSP

				56		Execute Interconnection agreements, and file/report with CRTC   (MALI  or Special MALI, LEC/IXC)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  http://www.crtc.gc.ca/eng/archive/2007/dt2007-129.htm

		Network Interconnection

				57		Implement interconnection arrangements with ILECs, WSPs or other LECs as appropriate		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d1g.htm    NPRE007

				58		Arrange for joint build facilities with ILEC for LIR if applicable		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B

				59		Complete Joint Build Interoperability testing with ILEC (SLAT Testing)		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B

				60		If applicable share equally the costs of interconnection trunks (required only within a given ILEC’s exchange) and Common Channel Signaling 7 (CCS7) links. (para 27 and 28)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				61		Complete Local Network Interconnection testing		LEC

				62		Complete Common Channel Signaling 7 (CCS7) testing		LEC

				63		Complete network LNP testing		LEC

				64		Complete 911 testing		LEC

				65		Execute Co-location agreements if applicable		LEC

				66		Planning/build co-location if applicable		LEC

				67		Designate one switch or establish a point of interconnection (POI) as its gateway for the purposes of interconnecting to other local exchange carriers (LECs) operating in that LIR		LEC				http://www.crtc.gc.ca/eng/archive/2004/dt2004-46.htm

				68		Provide a CCS7 POI in each Numbering Plan Area (NPA) in which it provides service. (para 40)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				69		Exchange minimum set of CCS7 message types. (para 41)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				70		Complete business process testing for trading (LSR, BLIF) via AS2 platform		LEC

				71		Exchange Network Forecasts with Trading Partners		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003

				72		Establish relationship with LIDB/BNS provider		LEC

				73		Submit LNP Forecast to ILEC (mandatory) CLEC (Bi-laterally negotiated)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				74		Issue GTT Notification		LEC/WSP

				75		Provide Network Architecture to IXC (As per LEC - IXC agreement)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Interconnection Standards/Guidelines/Documentation

				76		Review Network Operations, Testing & Maintenance Guidelines		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				77		Review Canadian Data Interchange Guidelines (CDIG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				78		Review Customer Migration Process Maps		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/cisf3e0i.htm

				79		Review and comply with Canadian Local Ordering Guidelines (C-LOG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				80		Review and comply with Installation, Testing & Maintenance Guidelines (ITMG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				81		Review and comply with Network Management Guidelines		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				82		Review and comply with PIC CARE Handbook		LEC		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				83		Review Canadian Wireless Number Portability Guidelines (CWNPG )		WSP		Guidelines		For a copy of the CWNPG contact: wnp@cwta.ca

				84		Review and comply with Request Driven Process.		LEC/WSP				http://www.crtc.gc.ca/eng/archive/2007/dt2007-122.htm

				85		Review and comply with Billing & Collection Technical Guidelines		LEC		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				86		Contact  Law Enforcement Agency (CLEA) for compliance and exchange contact information in areas where doing business		LEC/WSP				May involve RCMP, regional police force or CSIS

		Ongoing Requirements

				87		Make serving area maps available upon request at its business offices. (para 291)  Individual operating exchange area maps are not required to be available.		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				88		Provide the following information to consumers, upon request (para 292): Information related to MRS and 911 service and any respective charges (1)provide, 2)give notice of charges)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				89		Produce unbundled loop/LNP/OSS forecast as per C-LOG Section 12 . If Type 3 or Type 4 LEC, this task is dependant on what services they  are getting through the underlying service provider		LEC/L3-4				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				90		Provide Network Forecasts. (If Type 3 or Type 4 LEC, they must provide trunking forecasts to their underlying carrier.)		LEC/L3-4				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003

				91		Ensure VoIP Service Providers provide annual '911 limitation' notification to end- customers		LEC				http://www.crtc.gc.ca/eng/archive/2005/dt2005-61.htm

		Additional items

				92		Request access to ILEC OSS, if required		LEC				Contact ILEC Carrier Services Group

				93		Execute support structure agreements for joint build and/or co-location if applicable.		LEC				Refer to ILEC tariff

				94		Provide access to Message Relay Service (MRS) as per Decision 97-8		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				95		Execute BLIF Agreement with ILEC (Mandatory) and Directory Service Provider (optional). Type 3 and Type 4 LEC's who obtain numbers from an underlying SP need to make arrangements with that underlying SP for submission of BLIF listings to the ILEC.		LEC/L3-4				Contact ILEC Carrier Services Group

				96		Request to be added to the CRTC CISC BPWG Distribution List		LEC and WSP				Contact CRTC CISC BPWG Chair

				97		Request to be added to the Supplemental Number Portability Notification List		WSP				Contact CRTC CISC BPWG Chair

				98		Join CCTS if required (review decision for requirements for membership)		LEC/WSP				http://www.crtc.gc.ca/eng/archive/2011/2011-46.htm

				99		For on-boarding of new Internet and TV providers refer to the Tasks for BDUs and ISPs tab in this document.		ISP/BDU

						*These items need to be completed for expansions into other exchanges

						(1) applicable to LECs, WSPs.  L3-4 indicates exceptions for Type 3 and/or 4 LECs
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http://www.crtc.gc.ca/eng/8180/8180m.htm

http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca  CLNPC New Member Information package;  www.cnac.ca/cnac/cna_consortium.htm

http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca;  CLNPC New Member Information package



Tasks for BDUs and ISPs

		Implementation of Regulatory Policy CRTC 2011-191

		Onboarding of New SPs

		Background

		Broadcasting and Telecom Regulatory Policy CRTC 2011-191 (“RP2011-191”) requires telecommunications service providers (TSPs) and broadcasting distribution undertakings (BDUs) to accept requests from prospective new service providers to cancel telecom and broadcast services (i.e. wireline, wireless, internet and television services) on the customer’s behalf with the current service provider.

		The BPWG has issued Version 6.2 of the Canadian Local Ordering Guidelines (C-LOG) to support this new functionality.  The BPWG recognizes that certain types of service providers that have new obligations arising from RP2011-191 might be unfamiliar with the C-LOG and the associated customer transfer process.  This document outlines some high-level steps that these service providers must take to meet their obligations for processing service disconnection requests.

		Steps:

		1.     Acquire an Operating Company Number from the National Exchange Carriers Association (NECA) at https://www.neca.org/Code_Administration.aspx to use in the exchange of Local Service Requests (LSRs).

		2.     Review the Canadian Local Ordering Guidelines (Version 6.2) to learn how to create and respond to LSRs.  Section 13 of the C-LOG has a particular focus on the exchange of LSRs for disconnection of Internet and TV services.

		3.     Review the Service Provider Operations Agreement (SPOA) for execution with any other service provider with whom LSRs are to be exchanged.  Prepare the Trading Partner Profile (TPP) template from the SPOA to provide information to other service providers.

		4.     Determine with which service providers, if any, you wish to exchange LSRs to disconnect services.  RP2011-191 obligates each service provider to accept and process such requests when approached by another service provider.  It is a business decision for each service provider whether they wish to initiate disconnection requests to others.

		5.     Review the Canadian Data Interchange Guidelines (CDIG) to learn how to use AS2 to transmit data files of LSRs electronically.  If the volume of requests exceeds 25 per month for a 3 month period with any one trading partner, the use of AS2 becomes mandatory, and the following steps are applicable:

		a.     Acquire and implement AS2 software

		b.     Conduct AS2 connectivity testing with each of the service providers with whom you will be exchanging requests.

		6.     Conduct testing of the LSR issuance and confirmation process with each service provider with whom you will be exchanging requests.

		7.     Set up customer authorization procedures to ensure that each service disconnection request is properly authorized / confirmed in accordance with regulatory rules prior to issuing an LSR.

		8.     Per Broadcasting and Telecom Decision 2014-48, for cases in which telephone number porting is not involved in TV and/or Internet service disconnection, this disconnection should not occur earlier than 9 p.m. on the due date (i.e. either 9 p.m. or later on the due date, or the following day). For disconnections in conjunction with telephone number porting requests, ensure that there is no billing overlap or service interruption for customers when customers change service providers.

		9.     Refer to On-boarding of New Trading Partners Guide (BPGLTPOB12) for further details http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm
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List of Acronyms

		911 PERS		911 Public Emergency Reporting Service

		ALI		Automated Location Identifier

		AOC		Administrative Operating Company

		AS2		Applicability Statement 2

		ATIS		Alliance for Telecommunication Industry Solutions

		B & C		Billing and Collections

		BDU		Broadcasting Distribution Undertaking

		BIRRDS		Business Integrated Routing and Rating Database System

		BPWG		Business Process Working Group

		BLIF		Basic Listing Interchange File

		BNS		Billed Number Screening

		CARE		Customer Account Record Exchange

		CCS7		Common Channel Signaling (System) 7 also know as SS7

		CCTS		Commissioner for Complaints for Telecommunications Services

		CDIG		Canadian Data Interchange Guidelines

		CFA		Contribution Fund Administrator

		CIC		Carrier Identification Code

		CISC		CRTC Interconnection Steering Committee

		CLEA		Canadian Law Enforcement Agency

		CLEC		Competitive Local Exchange Carrier

		CLLI		Common Language Location Identifier

		CLNPC		Canadian Local Number Portability Consortium

		C-LOG		Canadian Local Ordering Guidelines

		CNAC		Canadian Numbering Administration Consortium

		COCA		Central Office Code Administration

		CPCC		Canadian Portable Contribution Consortium - replaced by Canadian Telecommuncations Contribution Consortium

		CTCC		Canadian Telecommunications Contribution Consortium Inc

		CRTC		Canadian Radio-television and Telecommunications Commission

		CWNPG		Canadian Wireless Number Portability Guidelines

		CWTA		Canadian Wireless Telecommunications Association

		ESRD		Emergency Services Routing Digits

		GTT		Global Title Translation

		ICP		Integrated Communications Provider

		ILEC		Incumbent Local Exchange Carrier

		INPOA		Intercarrier Number Portability Operations Agreement

		ISP		Internet Service Provider

		ITMG		Installation, Testing and Maintenance Guidelines

		IXC		Inter-exchange Carrier

		JPA		Joint Planning Agreement

		LEC		Local Exchange Carrier

		LERG		Local Exchange Routing Guide

		LIDB		Line Information Data Base

		LIR		Local Interconnection Region

		LNI		Local Network Interconnection

		LNP		Local Number Portability

		LNP SCP		Local Number Portability Service Control Point

		LSR		Local Service Request

		LSC		Local Service Confirmation

		MALI		Master Agreement for Local Interconnection

		MRS		Message Relay Service

		MVNO		Mobile Virtual Network Operator

		NDA		Non Disclosure Agreement

		NECA		National Exchange Carriers Association

		NMG		Network Management Guidelines

		NPA		Number Planning Area

		NPAC		Number Portability Administration Center

		OBF		Ordering and Billing Forum

		OCN		Operating Company Number

		OSS		Operational Support Systems

		PIC		Primary Interexchange Carrier

		POI		Point of Interconnection

		RAO		Revenue Accounting Office

		SAG		Street Address Guide

		SB		Service Bureau

		SILEC		Small Incumbent Local Exchange Carrier

		SLAT		Service Level Acceptance Testing

		SPID		Service Provider Identification

		SPOI		Signalling Point of Interconnection

		SS7		Signalling System 7 also known as CCS7

		TP		Trading Partner

		TPP		Trading Partner Profile

		WNP		Wireless Number Portability

		WSP		Wireless Service Provider

		Note: list only describes acronym. For full definition please refer to detailed guidelines documentation
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Agreements

		Agreements		Reference/Link

		911  B & C		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		911 Provisioning and Levy Agreements		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

		B & C		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		BLIF		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Service Bureau Agreements		contact wnp@cwta.ca

		CLNPC		http://www.clnpc.ca  refer to the CLNPC New Member information Package

		CNAC Service User		www.cnac.ca/cnac/cna_consortium.htm

		Co Location		obtain from each ILEC's Carrier Services Group

		INPOA (WSP)		obtain from each WSP or contact wnp@cwta.ca

		INPOA (LEC)		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		JPA		obtain from each ILEC's Carrier Services Group

		LEC/IXC		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		MALI		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Neustar		contact CLNPC

		Telcordia (iconectiv) Licencing (LERG, BRATs)		http://www.trainfo.com/products_services/tra

		Support Structure Licence Agreement		obtain from each ILEC's Carrier Services Group

		Special MALI		http://www.crtc.gc.ca/cisc/eng/ciscmanu.html
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  05/12/2015




PIM XX

Company(s) Submitting Issue: Bandwidth.com, Inc.

Contact(s):  Name  Lisa Jill Freeman & Matt Reuhlen


         Contact Number 919-439-3571


         Email Address   ljfreeman@bandwidth.com & mreuhlen@bandwidth.com 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


In the event of a claim of an unauthorized port, for any reason, there are no existing clear guidelines around how providers will work together to research and resolve the claim of unauthorized. And, based on the outcome of the research, there is an opportunity for clearer broad recommendations around the circumstances under which a number will be released back to the then losing provider. In the end, although the losing carrier may not necessarily agree with the veracity of a given port, they should feel confident they verified to the fullest extent possible and can defend the position of the winning provider to their claiming end user.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 

Example: A port completes and the losing provider is contacted by their end user that the port was not authorized (for whatever reason), that losing carrier (after completing their own research and verification to the best of their ability) will need to reach out to the winning provider to verify and compare certain information such as LOA and bill copy. Without a clear and agreed upon set of guidelines around contacts & escalation paths, reasonable response time expectations, types of cooperative information sharing (to the best of their ability, even with redactions), etc., then it can often take numerous contacts and requests over a significant amount of time to make research progress, thus impacting the claiming end user, their business relationship with their provider; sometimes compromising the ability to resolve if the number in question has since ported to yet a third provider, etc. For further example: the new winning provider states the losing provider gave FOC and therefore they will not deem it unauthorized and therefore the inquiry will not be considered.

B.   Frequency of Occurrence:  Although some providers might have statistics on frequency, it is unknown at an overall industry level, but when it occurs each is impactful in both carrier time/cost and customer satisfaction. 

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D.  Rationale why existing process is deficient: 

Currently there are only very broad suggestions that providers should work together to resolve unauthorized port claims; there aren’t any clear and agreed upon types of actions carriers could take to work together to research and resolve. In prior periods of industry evolution, there were more clear relationships between a provider and their end user (physical connectivity at an address as empirical proof of end user; paper LOAs with actual signatures, face to face or phone to phone transactions naturally supporting more validation and less propensity for both error and intentional acts), making it somewhat easier/simpler to verify an end user and making the act of submitting a port much more specific and intentional. As porting becomes increasingly more complex with varying service types and more automation is introduced into the environment, such as click thru LOAs for end users and automated FOCs and other systematic releases of numbers, combined with some new technologies inadvertently both making ports flow more easily (including in cases of simple human error such as an end user entering the wrong number in a provider’s user interface) and introducing more fraud potential (criminal elements adopting technologies which support anonymity), and as carriers diversify their own work groups, it is becoming increasingly more difficult for providers to even determine how to approach a resolution, let alone know who to contact and what kinds of information can be examined and/or exchanged. In the event an inquiry from the losing provider is not addressed thoroughly or even entertained by the winning provider, currently the only path for a losing provider and/or their end user is a variety of formal complaints to the FCC, PUCs, etc., and, various consumer protection/advocacy organizations (attorney generals, BBB, traditional and social media, etc.). This results in operational costs and reputational impacts to both providers. 

E.   Identify action taken in other committees / forums:  Unknown

F.   Any other descriptive items: 

May need to consider the definition of “unauthorized”; must be respectful of each providers’ legal considerations; must be customer focused and always meet the spirit and intent of the porting rules balanced with a reasonable method for providers to gain a level of comfort and satisfaction that a given situation has been examined to the best of their ability to manage their customer appropriately.

3. Suggested Resolution: 


· Revisit definitions of various types of disputed ports and consider broadening the definition and scenarios of what constitutes “unauthorized” – i.e. at no time should there be a jump to a “slam” allegation; this is meant to be a cooperative cross carrier effort to examine port requests and exchange some information so that each/both can feel satisfied that the situation has been clearly examined and each/both can manage their customer accordingly.


· Define potential specific actions winning provider will undertake to verify the authenticity of the disputed port (review of LOA, review/request bill copy from their customer/end user, etc.

· Define a list of specific information which providers MAY potentially be able to exchange and who provides what; such as copy of LOA, exact name on an LOA, copy of recent end user bill, etc., (recognizing that some providers may have legal or other reasons to redact or only provide oral verification of some information) – but the essence is for the winning provider to provide the information to the losing provider since it is  the losing provider who has the original information and hence avoid the situation of the losing carrier providing it first and the winning provider simply agreeing (i.e. similar to the pitfalls present in the current CSR practice).

· An agreed upon time frame for winning provider response – i.e. acknowledge inquiry within XX hours, provide agreed upon information such as name on or copy of LOA within XX hours

· An agreed upon time frame for losing provider to respond to whatever comes out of winning provider’s response – the losing provider who started the inquiry needs to be responsive and engaged, and promptly advise the winning carrier if there is any reversal of the inquiry so as not to waste the time and efforts of the winning provider.


· Resolution/outcome method to close out the inquiry, i.e. losing provider agrees/understands position of winning provider such that they can manage their customer appropriately (even if they still don’t agree with the port), or, both providers work together to determine best path to return the number back to the losing provider.


· Are there time bounded considerations to claiming a port is unauthorized (i.e. must be within XX days of port – current best practice is unbounded) 

· For all of the above, consider various customer types and create criteria which may be applicable to such various customer types and how they will be handled. For example, in the event the port in question involves a wholesale/resale arrangement what timing considerations apply for both providers, agreement that any LOA being used for verification must be from the end user, reseller relationships do not negate the need for bill copy or other verification methods.

· Providers to establish initial and escalation contact information, maintained by the providers themselves and possibly posted on the LNPA WG website.

LNPA WG: (only)


Item Number: PIM 82 v1

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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